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OT Audit focus area�

� Security risks and threat exposures for the 
OT/IT/ICS systems in the plan�

� Status for all OT machines w.r.t upgrades 
AV, OS patching et�

� Network segmentation and network 
security study (switch settings, ACLs, 
firewall rules etc.�

� Asset discovery/network analysi�
� OT system configuration review�
� OT security process review�
� Supply chain risks revie�
� Review of  usage of unsecured device�
� review of Data Protection processes

Why choose Pragy�
� Expertise - Our team comprises seasoned 

professionals with a wealth of experience in 
IT security and audit practices�

� Tailored solutions - We understand your 
unique requirements and deliver 
customized strategies aligned with your 
goals�

� Continuous Support - Beyond the audit, we 
offer ongoing guidance and support to help 
you stay ahead of emerging threats�

� Innovation - We stay abreast of the latest 
trends and technologies, ensuring you 
benefit from cutting-edge solutions


an era of increasing connectivity and digitization, protecting your operational technology (OT) 
infrastructure is paramount. As cyber threats evolve and industrial systems become more 
interconnected, ensuring the resilience of your OT environment is not just a priority—it's a 
necessity. Enter the OT Security Assessment, your proactive safeguard against digital risks in the 
operational realm.



An OT Security Audit from 
Pragya will help you with 
the followin�
� Risk Mitigation�
� Compliance Assurance�
� Operational Efficiency:�
� Safety Enhancement:�
� Business Continuity:

Contact us today!

enquiries@pragyacyber.com


